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DEAR PARENTS

Internet has become a necessary tool for the Family. Home computers or Mobiles
are often shared with every member of the family, including children and teenagers.
The Internet can connect you and your family to all types of resources.. The
possibilities for learning and exploring on the Internet are endless. However, not all
information and resources are safe and reliable.

We have to ensure that the internet usage by the students is safe and educational.
For this necessary steps have been taken in school.

However please ensure that your ward browses the internet under your supervision
at home.
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Please keep a close watch to monitor them and ensure controlled
independence only. For this following measures may be taken:

» COMMON PLACE FOR COMPUTER TO CHILDREN AND FAMILY

> CHILDREN SHOULD ASK FOR YOUR PERMISSION BEFORE THEY ACCESS THE INTERNET.

» SET TIME LIMITS FOR COMPUTERS AND OTHER DEVICES, PER DAY OR PER WEEK, AND
WHAT TIME OF DAY I5 OK.

» ALLOW ACCESS OF WEB SITES THAT ARE APPROPRIATE TO VISIT

» USE CHAT ROOMS AND FORUMS WHICH CAN BE MONITORED

My sincere advise to you is

Do not allow your ward to visit social networking sites as it is not adding to their
skills rather wasting their precious time and pledge to not to share or post any
sensitive information that reveals the identity(like name,phone number and address)
of family members,
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DEAR STUDENTS

The internet is a way to stay connected with friends and family. For you, it's also a way
to stay current on news, research information online and downloading books, online
applications etc.

Practice safe browsing as there can be some hidden dangers like exposure of sensitive
personal information and infection by malware, which includes viruses, spyware, and
adware.

WHILE BROWSING FOLLOW THE RULES GIVEN BELOW

» DO NOT GIVE OUT PERSONAL INFORMATION SUCH AS ADDRESS OR PHONE NUMBER
OR PICTURES.

» DO NOT OPEN EMAIL, ATTACHMENTS, LINKS FROM UNKNOWN PEOPLE.

» DO NOT BECOME ONLINE ‘FRIENDS’ WITH UNKNOWN PEOPLE.

» NEVER ARRANGE TO MEET SOMEONE IN PERSON WHOM YOU HAVE MET ONLINE.

> TELL /INFORM PARENTS, IF ANYTHING YOU SEE OR READ ONLINE WORRIES YOU.

> INSTALL AND MAINTAIN UP TO DATE ANTI-VIRUS SOFTWARE ON YOUR COMPUTER
OR DEVICE. _

> KEEP YOUR INTERNET BROWSER UP-TO-DATE

» BE ALERT TO UNUSUAL COMPUTER ACTIVITY OR PROBLEMS.

> INSTALL AND MAINTAIN A FIREWALL ON YOUR COMPUTER.

» CHANGE YOUR PASSWORDS OFTEN.

I Would advise you here to pursue your offline hobbies like music dance,sports and
spend your free time with family and face to face friends.
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